ما هي الجرائم اللكترونية؟ وما هي أمثلة عليها؟

هي نشاط غير مشروع موجه للوصول الى المعلومات المخزنة داخل الحواسيب أو الاجهزة الااكترونية سعيا الى نسخها او تغييرها او حذفها.

و من ابرز الامثلة عليها:

استخدام الحواسيب و شبكة الانترنت لتخطيط الجريمة

جرائم القرصنة

تشويه السمعة و التشهير بها

انتحل شخصية فرد او الشركة بهدف الاحتيال

تزوير التوقيع الالكتروني

كيف يمكن لألفراد حماية أنفسهم من االحتيال اللكتروني؟

إعرف مع من تتعامل

إحتفظ بتفاصيلك الشخصية بشكل آمن

إختَرْ بعناية كلمات السر الخاصة بك

كيف يمكن لألفراد التبليغ عن الجرائم اللكترونية؟ ولمن يجب االتصال؟

زيارة أقرب مركز أمني والإبلاغ **عن** المشكلة، حيث يقوم ذلك المركز بدوره بتحويلك إلى وحدة مكافحة الجرائم الالكترونية.

.

تقديم استدعاء إلى المدّعي العام، والذي بدوره يحوّلك إلى وحدة مكافحة الجرائم الالكترونية**.**

.

ما هي مخاطر مشاركة المعلومات الشخصية عبر وسائل التواصل االجتماعي؟

يسفر استخدام وسائل التواصل الاجتماعي عن العديد من الأضرار، أهمها تشتيت الانتباه والتنمر ونشر الشائعات ووجهات النظر غير الواقعية عن حياة الآخرين.

من اضرار مواقع التواصل الاجتماعي التأثير على الصحة النفسية والعلاقات الاجتماعية و تؤثر مواقع التواصل الاجتماعي على المراهقين في تعرض المستخدمين للتحرش الجنسي والعنف الإلكتروني. انعدام الخصوصية وتسريب المعلومات الشخصية. الانحياز السياسي وتوجيه الناس نحو المعلومات والآراء التي تتوافق مع آرائهم السياسية.

ما هي السلوكيات اآلمنة عبر النترنت التي يجب اتباعها ؟

لا تنشر أبدا أو تتاجر بالصور الشخصية. لا تكشف أبدا عن أي معلومات شخصية، مثل العنوان أو رقم الهاتف أو اسم المدرسة أو الموقع. لا تشارك كلمات المرور مع أحد سوى والديك. لا توافق أبدا على الاجتماع وجها لوجه مع أي شخص قابلته عبر الإنترنت من دون موافقة ولي الأمر أو إشرافه.

عمل الطالبة: جوانا غنما