سؤال 1

هي نشاط غير مشروع ، موجه للوصول الى المعلومات المخزنة داخل الحواسيب او الاجهزة الالكترونيه سعيا نسخها او تغييرها او حذفها

**امثلة**

* اقتحام شبكات الحاسب الالي وتخريبها (قرصنة البرامج).
* سرقة المعلومات أو الاطلاع عليها بدون ترخيص.
* انتهاك الأعراض وتشويه السمعة.
* إتلاف وتغيير ومحو البيانات والمعلومات.
* تسريب المعلومات والبيانات.
* جمع المعلومات والبيانات وإعادة استخدامه

**س2**

1. نظر بعناية إلى أي رسائل تحصل عليها تريد منك اتخاذ إجراء عاجل
2. لا تفتح أبدا أي ارتباطات أو مرفقات لم تكن تتوقعها؛ حتى لو ظهر أنها تأتي من شخص تثق به.
3. ذا حصلت على ارتباط يبدو أنه من البنك أو مؤسسة أخرى موثوق بها، فافتح علامة تبويب جديدة في مستعرض الويب وانتقل مباشرة إلى موقع المؤسسة على الويب من المفضلة المحفوظة الخاصة بك
4. ذا حصلت على مرفق لم تكن تتوقعه، فلا تفتحه. بدلا من ذلك، تواصل مع المرسل، ويفضل أن يكون ذلك عبر طريقة مختلفة مثل الرسالة النصية أو المكالمة الهاتفية، وتأكد من أن المرفق أصلي قبل فتحه.

س3 وحدلة مكافحة الجرائم الاكترونية

1. زيارة أقرب مركز أمني والإبلاغ عن المشكلة، حيث يقوم ذلك المركز بدوره بتحويلك إلى وحدة مكافحة الجرائم الالكترونية.
2. تقديم استدعاء إلى المدّعي العام، والذي بدوره يحوّلك إلى وحدة مكافحة الجرائم الالكترونية.

س4

ب مواقع التواصل الاجتماعي قدرا لا بأس به من البيانات الشخصية حتى تسهّل على الآخرين العثور عليك والاتصال بك. قد يكون أخطر ما يشكله هذا على مستخدمي تلك المواقع احتمال تزوير الهوية، وهو انتهاك زاد تكراره. كما أنه كلما زادت معلوماتك الشخصية التي تنشرها في الإنترنت كلما سهل اختراق حسابك.

س5

* كِّر في الإنسان ...
* أظهر أفضل سماتك الشخصية على الإنترنت ...
* آداب السلوك على الإنترنت: تخلص من الأخطاء النحوية والإملائية ...
* احترام خصوصية الآخرين ...
* احترام وقت الآخرين وحدود عرض النطاق الترددي لديهم ...
* اغفر أخطاء الآخرين