Keep sensitive information private. 
                                      
 Keep your privacy settings on

Use a secure VPN connection! 

Be careful what you download/view.                         

Choose strong passwords!

 Make online purchases from secure sites.

 Be careful what you share/text or engage with

Keep your antivirus program/apps updated.

Backup your data regularly

 Use two-factor authentication.

Avoid unknown/random online links.

 Use trusted devices only.

Keep software and operating systems up to date.

Review your privacy settings and understand privacy policies.

Be careful where you click.

Close accounts that you don’t use.

Change your passwords regularly.

Never share your passwords with anyone

Don’t let your browser remember your login details.

Share content on social media thoughtfully

Double check before you enter personal information.

Watch out for financial scams!

 Whenever in doubt, call support



